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	GCSS-AF FORM 41 – SYSTEM AUTHORIZATION ACCESS REQUEST (SAAR)

	PRIVACY ACT STATEMENT

	AUTHORITY:
PURPOSE OF USE:
ROUTINE USES:

DISCLOSURE:

NOTE:
	EXECUTIVE ORDER 10450, 9397, AND PUBLIC LAW 99-474, THE COMPUTER FRAUD AND ABUSE ACT
TO RECORD NAMES, SIGNATURES, AND SOCIAL SECURITY NUMBERS FOR THE PURPOSE OF VALIDATING THE TRUSTWORTHINESS OF INDIVIDUALS REQUESTING ACCESS TO DEPARTMENT OF DEFENSE (DOD) SYSTEMS AND INFORMATION.
THOSE GENERALLY PERMITTED UNDER THE 5 U.S.C. 522A(B) OF THE PRIVACY ACT AS REQUIRED.

DISCLOSURE OF THIS INFORMATION IS VOLUNTARY; HOWEVER, FAILURE TO PROVIDE THE REQUESTED INFORMATION MAY IMPEDE, DELAY, OR PREVENT FURTHER PROCESSING OF THIS REQUEST.

RECORDS MAY BE MAINTAINED IN BOTH ELECTRONIC AND/OR PAPER FORM.

	System Name
GCSS-AF Portal
	Date
     

	PART I:  (To be completed by Requestor)

	1.  Name (Last, First, MI)

     
	2.  Social Security Number or

     Foreign National Identification Number

     


	3.  Organization
     
	4.  Office Symbol/Department

     
	5.  Phone (DSN or Commercial)

     

	6.  Official E-mail Address
     
	7.  Job Title & Grade/Rank
     

	8.  Base 

     
	9.  MAJCOM/DRU/FOA/NATO/Joint/Other
     

	10.  Official Mailing Address

     

	11. PKI Certificate Subject (OBTAINED from DIGITAL CERTIFICATE)

     

	USER AGREEMENT

I accept the responsibility for the information and DoD system to which I am granted access and will not exceed my authorized level of system access.  I understand that my access may be revoked or terminated for non-compliance with DoD security policies.  I accept responsibility to safeguard the information contained in these systems from unauthorized or inadvertent modification, disclosure, destruction, and use.  I understand and accept that my use of the system may be monitored as part of managing the system, protecting against unauthorized access, and verifying security problems.  I agree to notify the appropriate organization that issued my account(s) when access is no longer required.

	12.  User Signature

	13.  Date


	PART II:  SECURITY MANAGER VALIDATES THE BACKGROUND INVESTIGATION OF CLEARANCE INFORMATION 

	14.  Clearance Level

     
	15.  Type of Investigation

     
	15a.  Date

     

	16.  Verified by:  (Print Name)

     
	16a.  Signature

     
	16b.  Date

     

	PART III:  SIGNATURE OF USAF GOVERNMENT OFFICIAL REQUIRED (All applicants MUST be sponsored by A USAF Military (E1-O9) or Civil Service Graded employee) 

	17.  Name (Print name)
     
	17a.  Signature

     
	17b.  Rank

     

	17c.  Organization/Department

     
	17d. Phone (DSN or Commercial)
     
	17e.  Date

     


YOUR REQUEST WILL NOT BE PROCESSED UNLESS IT IS DIGITALLY SIGNED BY A USAF GOVERNMENT SPONSOR

Instructions
Please print clearly!  illegible forms will take longer to process!
Part I:  The following information is provided by the user when establishing their USERID.

1. Name:  last name, first name, and middle initial of the user.
2. Social Security Number:  social security number of the user.  Foreign Nationals should provide a Foreign National Identification Number.  This field is absolutly required!  No form will be processed without a SSN or FNIN!
3. Organization:  user’s current agency.
4. Office Symbol/Department:  office sybol within the current organization.
5. Phone:  Defense Switching Network (DSN) phone number of the user.  If DSN is unavailable, indicate commercial number.

6. Official E-mail address:  user’s official e-mail address.

7. Job Title & Grade/Rank:  Job Title of the user.

8. Base:  base user is assigned to.

9. MAJCOM:  user’s Major Command.

10. Official Mailing Address:  user’s official mailing address.

11. PKI CERTIFICATE SUBJECT INFORMATION, copied from the advanced properties tab of the user’s pki certificate
12. User Signature:  User must sign with the understanding that they are responsible and accountable for their password and access to the system.

13. Date:  date user signs form.

Part II:  The following information is provided by the Security Manager. 
14. Clearance Level:  User’s current security clearance level.  Favorable National Agency Check (NAC) is minimum requirement for access to the Air Force Portal.

15. Type of Investigation:  user’s last type of investigation.

15a. Date:  Date of last investigation

16. Verified By:  Security Manager must print his/her name stating that the clearance and investigation information has been verified.
16a. Signature:  Signature of Security Manager responsible for verification of clearance and investigation.

16b. Date:  date Security Manager verified clearance and investigation.
Part III:  The following information is provided by the USAF Government Official sponsoring the user.
17. Name:  Name of the Government Official (Military/Civil Service-Graded employee) sponsoring the user.

17a. Signature:  Government Official’s signature verifying that the user’s information has been verified and access is required.

17b. Rank:  Government Official’s rank.

17c. Organization/Department:  Government Official’s current agency

17d. Phone:  DSN phone number of the Government Official.  If DSN is unavailable, indicate commercial number.

17e. Date:  Date Government Official signs form.
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